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ZABEZPEČENÍ A OCHRANA DAT  

APLIKACE RICHTIG 

1. FYZICKÉ ZABEZPEČENÍ DAT (DATOVÉ  CENTRUM) 

1.1. Provoz aplikace RICHTIG je zajišťován prostřednictvím infrastruktury datacentrum ANAFRA v 
České republice. Datové centrum ANAFRA splňuje kritéria standardu TIER III a představuje 
špičková zařízení splňující nejvyšší mezinárodní standardy fyzické i softwarové bezpečnosti 
tak, aby zajistila nepřetržitý provoz i v případě mimořádných událostí, jako jsou přírodní 
katastrofy, rozsáhlé kybernetické útoky či výpadky energie.  

2. ZABEZPEČENÍ NA ÚROVNI APLIKACE  

2.1. Základem ochrany dat je zajištění, aby k jednotlivým skupinám informací měly přístup pouze 
oprávněné osoby. 

• Samotný vstup do aplikace je chráněn unikátním uživatelským jménem a heslem. 

• Kromě toho je možné nastavit ověřování prostřednictvím poskytovatele identity (Identity 
Provider). 

• Aplikace Richtig obsahuje nástroj pro správu uživatelských rolí a skupin, který umožňuje 
definovat oprávnění k přístupu k datům – a to jak podle přiřazené role, tak individuálně pro 
každého uživatele. 

3. ZÁLOHOVÁNÍ 

3.1. Samotný vstup do aplikace je chráněn unikátním uživatelským jménem a heslem. Každý den 
provádíme kompletní zálohu veškerých dat uložených v systému. Zálohy jsou bezpečně 
uchovávány a archivovány s minimálně 30denní historií. 
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